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SUMMARY

Senior Technical Consultant with 21+ years of experience in software development, support, and maintenance, specializing in Java/J2EE and modern cloud-based architectures. Proven expertise in full software development lifecycle (SDLC), from analysis to deployment and support. Demonstrated leadership in high-impact roles across global banking and financial institutions, with notable strengths in Spring Boot, Microservices, and ECS.

Certified AWS Cloud Practitioner. IEEE Member.

MENTORING & COMMUNITY ENGAGEMENT

- Regular mentor for junior developers in Java, Spring, and microservices architecture.
- Actively participated as a Judge and Mentor for multiple internal and external Hackathons, evaluating innovative tech solutions and guiding participants on software architecture and design.
- Reviewed and evaluated numerous technical papers for IEEE-sponsored conferences, supporting academic rigor and research excellence.
KEY HIGHLIGHTS

- Migrated multiple legacy applications to cloud-native architecture using ECS.
- Successfully led global teams across multiple time zones.
- Received awards and recognitions from employers like Tech Mahindra and Syntel.

TECHNICAL SKILLS

- Languages & Frameworks: Java 11, Spring Boot, Spring Framework, Hibernate, Servlets, JSP, JavaScript, JMS
- Technologies: Microservices Architecture, Amazon Web Services (AWS), ECS, React.js
- Tools & Platforms: Eclipse, Maven, Jenkins, Bitbucket, WebSphere, Tomcat, SQL Developer, Autosys, RLM, ServiceNow
- Databases: Oracle 10g/11g, MS SQL, PL/SQL
- Operating Systems: UNIX, Linux, Windows

EDUCATION

Bachelor of Engineering in Computer Engineering
Graduated: 2003

PROFESSIONAL EXPERIENCE

JP Morgan Chase – Identity and Access Management
Tampa, FL • Vice President• June 2022 – Present
Specialization: Identity & Access Management (IAM) | Cybersecurity | Risk & Compliance
· Led enterprise-level IAM initiatives to strengthen access governance and enforce least-privilege access across critical systems and applications.
· Directed implementation of Role-Based Access Control (RBAC), Privileged Access Management (PAM), and automated identity lifecycle processes.
· Collaborated with cybersecurity, infrastructure, and audit teams to ensure compliance with regulatory frameworks (SOX, FFIEC, GDPR, etc.).
· Oversaw deployment of Multi-Factor Authentication (MFA), Single Sign-On (SSO), and identity federation protocols (SAML, OAuth2).
· Developed and executed strategies for Zero Trust Architecture and access risk reduction across hybrid cloud environments.
· Enabled operational efficiency through automation of access reviews, provisioning workflows, and audit reporting.
· Drove IAM strategy roadmap aligned with business goals, risk posture, and regulatory expectations.

Citi (via L&T Infotech) – Governance, Risk & Compliance (GRC)
Tampa, FL • Team Lead / Senior Consultant • June 2018 – June 2022
Domain: Governance, Risk & Compliance (GRC) | Information Security | Risk Management
· Supported Citi’s enterprise GRC program by implementing and maintaining frameworks for risk assessment, policy compliance, and issue management.
· Collaborated with audit and information security teams to ensure adherence to regulatory standards (SOX, Basel II/III, FFIEC, etc.).
· Identified control gaps and worked with business units to develop and track remediation plans.
· Assisted in automating control testing, risk reporting, and compliance workflows using GRC platforms.
· Played a key role in enhancing internal controls and preparing documentation for internal and external audits.
· Monitored key risk indicators (KRIs) and supported periodic risk reviews and control evaluations.
· Contributed to risk awareness initiatives and helped embed a culture of compliance across functional teams.

Citi (via L&T Infotech) – CitiScreening AML Platform
Tampa, FL • Team Lead • Mar 2016 – June 2018
Specialization: Anti-Money Laundering (AML) | CitiScreening Platform | Risk & Compliance
· Supported the implementation and enhancement of Citi’s AML compliance platform, CitiScreening, ensuring adherence to global anti-money laundering regulations.
· Worked closely with stakeholders to define business requirements and optimize screening algorithms for transaction monitoring, customer due diligence (CDD), and suspicious activity reporting (SAR).
· Collaborated with compliance, risk management, and IT teams to integrate CitiScreening with existing enterprise systems and data sources.
· Assisted in the customization of risk-based alerts, improving detection accuracy and reducing false positives.
· Played a key role in developing and maintaining robust reporting tools for regulatory compliance, audit trails, and management oversight.
· Ensured that the CitiScreening platform met key regulatory standards (e.g., FinCEN, FATF, OFAC) and supported periodic audits.
· Supported user training, documentation, and troubleshooting to ensure effective adoption and usage of the AML platform across departments.
· Contributed to the optimization of workflow processes, reducing manual intervention and improving operational efficiency in AML investigations.

Citi (via L&T Infotech) – Middle Office Trade Operations
New Jersey • Project Lead • April 2014 – Mar 2016
Specialization: Middle Office Trade Operations | Risk Management | Financial Services
· Supported the middle office operations team in managing trade life cycles for various asset classes, including equities, fixed income, and derivatives.
· Oversaw trade confirmation, reconciliation, and settlement processes to ensure timely and accurate trade execution.
· Collaborated with front office and back office teams to resolve discrepancies and ensure smooth trade flow across systems.
· Managed risk and exposure analysis by performing daily trade validation and ensuring compliance with internal policies and external regulations.
· Assisted in implementing automation tools for trade processing and exception handling, reducing manual intervention and operational risk.
· Ensured compliance with global regulatory requirements, including Dodd-Frank, MiFID II, and EMIR, by maintaining accurate documentation and audit trails.
· Contributed to the development and enhancement of middle office systems for better reporting, transparency, and decision-making.
· Provided support for trade risk management, identifying potential issues and recommending solutions for trade discrepancies and settlement failures.
· Assisted in generating and distributing daily risk reports and performance metrics to senior management and stakeholders.

UPS (via Kforce) – Collection Application
New Jersey • Java Developer • Aug 2013 – April 2014
Specialization: Collection Application | Application Development | Risk & Compliance
· Led the development and enhancement of UPS’s Collection Application, streamlining the invoicing and payment collection process for the organization.
· Collaborated with business and IT teams to gather requirements and optimize application functionality, improving user experience and efficiency.
· Designed and implemented new features to automate the collection workflow, reducing manual data entry and improving operational speed.
· Worked on data integration between the Collection Application and other internal systems, ensuring seamless exchange of financial and customer data.
· Conducted performance tuning and troubleshooting to ensure the application’s reliability and scalability during peak collection periods.
· Assisted in enhancing the application’s reporting capabilities, providing real-time insights into account status, overdue payments, and collection metrics.
· Ensured compliance with internal financial and audit standards, maintaining a high level of data integrity and security within the application.
· Provided training and support to end users, ensuring they were equipped to maximize the application’s capabilities in managing collections.

Tech Mahindra – Panduit
Mumbai • Module Lead • July 2011 – May 2013
· Led the design, implementation, and optimization of IT infrastructure and network solutions for Panduit, a global leader in network and electrical solutions.
· Collaborated with cross-functional teams to develop and deploy robust networking solutions, enhancing the performance and scalability of Panduit’s enterprise systems.
· Worked on the integration of Panduit’s network infrastructure with cutting-edge technologies, such as SD-WAN and cloud-based solutions, to support global operations.
· Provided support in the rollout of data center infrastructure projects, ensuring adherence to performance, security, and compliance standards.
· Assisted in troubleshooting and optimizing network configurations, reducing downtime and enhancing network reliability across multiple regions.
· Played a key role in ensuring the alignment of IT solutions with Panduit’s business objectives and operational goals.
· Supported the development of customized network management solutions, improving visibility, control, and automation for Panduit’s network assets.
· Conducted performance assessments, recommending infrastructure improvements to support business growth and technological advancements.


Syntel – AIG Insurance
Mumbai / New Jersey • Senior Developer • Dec 2003 – June 2011
Client: AIG Insurance | Specialization: Insurance Solutions | IT Systems Integration
· Led the development and integration of IT systems supporting AIG’s insurance operations, enhancing efficiency and operational effectiveness.
· Collaborated with business stakeholders to gather requirements and implement software solutions tailored to AIG’s needs in claims processing, underwriting, and policy management.
· Worked on the integration of legacy systems with modern platforms, ensuring seamless data transfer and improving workflow automation.
· Assisted in the optimization of AIG’s claims management system, reducing processing time and improving accuracy in claims adjudication.
· Supported the development of business intelligence solutions, delivering real-time insights into claims performance, underwriting risk, and policyholder data.
· Contributed to the design and deployment of cloud-based solutions, enhancing data accessibility and scalability for AIG’s global operations.
· Ensured compliance with industry regulations, including GDPR and NAIC, by implementing data protection and audit-ready features across the systems.
· Provided ongoing support and troubleshooting for end-users, improving system reliability and minimizing downtime in AIG’s core insurance processes.

CERTIFICATIONS
- AWS Certified Cloud Practitioner

References available upon request.
